|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | |  | | --- | | **CERTIFICATE REQUEST** | | SERVER | | STCA 2 | |
| **COMPANY** | |
| *The following must be sufficient to clearly identify the company requesting the certificate.*   |  |  | | --- | --- | | Company name | Enter text | |  |  | | | |
| **SERVER SUPERVISOR INFORMATION** | |
| *The Server Supervisor can be a Certificate Representative acting as a Server Supervisor.*   |  |  | | --- | --- | |  |  | | Last name | Enter text | |  |  | | First name | Enter text | | d |  | | |
| **CERTIFICATE INFORMATION** | |
| *The next field indicates the country, or the competent authority (ministry, commercial court, …) with which the client is officially registered.*   |  |  | | --- | --- | | Country  C = countryName | Enter text | |  |  |   *The next field contains the full official name of the client company, as registered with the appropriate authorities.*   |  |  | | --- | --- | | Organization  O = organizationName | Enter text | |  |  |   *The next field contains the identifier of the client company and is organized as: identifier = ICD (4 characters) + space + company identifier (max 35 characters).*   |  |  | | --- | --- | | SIRET  OU = organizationUnitName | Enter text | |  |  |   *The next field is optional and may refer to the Section or Department that will use the certificate. This additional data must NOT begin with 4 numbers.*   |  |  | | --- | --- | | Optional OU  OU = organizationUnitName | Enter text | |  |  |   *The next field is the name of the server.*   |  |  | | --- | --- | | Server name  CN = commonName | Enter text | |  |  |   *The next field is the IP address of the server (max 3 addresses accepted for this field). This field must be composed of 12 numbers.*   |  |  | | --- | --- | | Server IP address  Subject Alternative Name | Enter IP address | |  |  |   *The next field is to define the type of usage for the certificate. Only one of the two options can be selected. The acceptance server is the client of a TLS connection, and the acquiring server is the server of the TLS connection.*   |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | | Server Usage  Extended Key Usage | |  |  | | --- | --- | |  | Acquiring Server (id-kp-serverAuth) | |  | Acceptance Server (id-kp-clientAuth) | | |  |  | | | |

|  |
| --- |
| **CERTIFICATE SINGING REQUEST** |
| *To ensure that you are in possession of the private key you must fill in the following field with the CSR corresponding to the information you gave in the fields in the section above. If the Registration Authority finds errors or inconsistent data in the CSR compared to the data given in the section above, then this request will be considered invalid and a new request must be provided to the Certificate Authority.*  ***The CSR must be in PKCS#10 PEM format and contain the Subject Alternative Name as well as the Server Usage (Extended Key Usage).***   |  |  | | --- | --- | | Informations avec un remplissage uniCSR  PEM format | -----BEGIN CERTIFICATE REQUEST-----  Paste CSR here  -----END CERTIFICATE REQUEST----- | |  |  | |
| **TARGET USAGE** |
| *The certificate to be issued will be used for (choose one option below):*   |  |  |  | | --- | --- | --- | |  |  | | | TEST | | PRODUCTION | |
| **RECEPTION** |
| *The certificate must be sent to (choose one option below):*   |  |  |  | | --- | --- | --- | |  |  | | | Certificate Representative | | Server Supervisor | |
| **SIGNATURES** |
| *If the Certificate Representative is acting as the Server Supervisor, then only its signature is needed. If both the Server Supervisor and the Certificate Representative are involved in the request process, then both signatures are needed.*   |  |  |  | | --- | --- | --- | |  |  |  | | |  | | --- | |  | | Server Supervisor  *By singing this document I request the issuing of a certificate with all the data filled out above.* | | Name | | Enter text | | Date | | Select date | | Signature *(preferably export the doc to pdf and electronically sign it)* | |  | |  | | |  | | --- | |  | | Certificate Representative  *By singing this document I request the issuing of a certificate with all the data filled out above.* | | Name | | Enter text | | Date | | Select date | | Signature *(preferably export the doc to pdf and electronically sign it)* | |  | |  | |  | |  |  |  | |
|  |
| **WARNING ABOUT FORMAT** |
| This document must be exchanged in **PDF format** so that the STCA officer can retrieve the data from the document avoiding manual entry and possible errors. No scan or photo of this document will be accepted. |

*According to the French Data Protection Act of January 6, 1978, you have the right to access, modify, correct and delete your personal data. To exercise this right, please contact the Certificate Authority by send a mail at the address stca2@frenchsys.com. Consider the Certificate Authority might be unable to provide the expecting service if identification information is missing.*